
AI-Powered Undercarriage Threat Detection for Efficient 
Security Screenings in Saudi Arabia
In today's interconnected environment, security has become a paramount concern for organizations. Effective vehicle 
screening is a critical part of any robust security strategy whether it's maintaining security at border crossings, 
protecting critical infrastructure, or ensuring safety at airports. However, traditional methods of vehicle undercarriage 
surveillance are becoming obsolete. Integrating Artificial Intelligence (AI) into the Under Vehicle Scanning System (UVSS) 
can address this disparity through advanced analytics capabilities. 

Artificial Intelligence: Making Under Vehicle Inspection 
Efficient, Accurate, Reliable 
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third-party platforms, 
transforming UVSS 
deployments into centralized, 
intelligent control centers
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SAMI-AEC Masseh, an Under Vehicle Scanning System locally manufactured in 
Saudi Arabia, leverages AI-driven capabilities such as video analytics for 

comprehensive undercarriage threat detection

of security chiefs are planning 
to adopt AI and AI-powered 
surveillance in their physical 
security over the next five years

of organizations 
are already using 
AI application 
security tools

34%


