
Evolving Relevance of 
Security Operations Center 
as a Service (SOCaaS) 
To overcome the defaults of dedicated in-house SOCs, organizations are outsourcing, entirely or partially, SOC services to 
managed security service providers (MSSPs).

Growing MSSPs Saudi Arabia Relevance of in 

Said 24x7 support, access to 
security talent

Said ability to protect 
against advanced threats

Said ability to improve 
performance

80% 57% 49%

As Saudi Arabia progresses towards becoming a leading cyber-resilient nation, investments in managed security services are 
rising at a stellar pace. This is expected to foster the stability and excellence envisioned by the National Cybersecurity 
Authority (NSA). 

SAMI-AEC’s SOC-as-a-Service assists IT teams by centrally managing and shielding organizations' cyber networks, assets, and 
devices. Such advanced and scalable solutions are tailored to effectively tackle and mitigate cybersecurity threats.

Projected average spend 
per employee in the security 
services segment (2023) 

US$11.82 
Expected revenue from 
managed services & 
professional services (2023)  

US$179.04 Mn 

Top Reasons for Using MSSPs*

*As reported by CISOs and those responsible for cybersecurity 

KSA’s expected market 
volume of security services 
by 2028 

US$208.90 Mn 
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